INTERNAL AUDIT DEPARTMNET – MEF
AUDITING IN AN AUTOMATED ENVIRONMENT
TRAINING WORKSHOP/SEMINAR
Workshop Objectives
Within the context of Cambodia the training aims to enhance participants’ understanding and ability to carry out audit work in an information technology environment.
Specific training objectives
By the end of the training participants should be able to:
· Identify and prioritize key areas of IT risk
· Recognise opportunities to use CAATs
· Identify audit objectives, audit scope and appropriate audit fieldwork
· Conduct IT audit work control reviews
· Communicate the results to management
Trainers
Staff of Internal Audit Department, Ministry of Economy and Finance (IAD, MEF) supported by international and local consultants of World Bank: Public Financial Management Reform Programme (PFMRP).
Participants

It is expected that the participants for this course would comprise senior staff responsible for managing the provision of audit services to auditees that use automated information systems to achieve their business objectives. The planned number of participants is one hundred (100).
Course Content
Please see the attached schedule.
Course Duration


4 Days (including travel)
Timing



12nd and 13th December 2012 
Medium of instructions:

English translated to Khmer
Course Location:  

Mondulkiri Hotel, Mondulkiri Province
Appendix
INTERNAL AUDIT DEPARTMENT – MEF

DRAFT CONTENTS: 
AUDITING IN AN AUTOMATED ENVIRONMENT
(Supported by PFMRP)
	Course outline

	Est. Time
	Session Description

	DAY 1
	 

	0800-0830
	Participants arrive

	0845-0900
	Guests arrive

	09:00
	Welcome speech

	0930 - 0945
	Refreshments

	0945
	Training objectives

	09:55
	Introduction to IT Auditing

	10:30
	IT Controls

	11:00
	Establishing, promoting and managing IT auditing

	11:30
	IT Auditing standards

	12:00
	Lunch

	14:00
	The IT audit process

	14:30
	System characterisation

	15:15
	Refreshments

	15:30
	IT risk assessment

	16:30
	DAY 1 Close

	DAY 2
	 

	09:00
	Identifying audit objectives, scope and work programme

	09:30
	The IT Audit Health Check

	10:45
	Refreshments

	11:00
	Conducting an IT Health Check

	12:00
	Lunch

	14:00
	Reviewing PC and spread sheet controls

	14:30
	Reviewing existing applications (incl. FMIS)

	15:00
	Refreshments

	15:15
	Computer Assisted Audit Techniques (CAATs)

	15:45
	Plenary session

	16:15
	Closing Ceremony

	16:30
	Day 2 & Workshop Close
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